![](data:image/x-wmf;base64,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)Алгоритм действия специалиста по ИБ по этому документу

Отменить

Отправить

**ChatGPT сказал:**

В соответствии с информационным сообщением ФСТЭК России от 2 сентября 2021 г. № 240/24/4303, утвержден Порядок организации и проведения работ по аттестации объектов информатизации на соответствие требованиям защиты информации ограниченного доступа, не составляющей государственную тайну. Для специалиста по информационной безопасности (ИБ) алгоритм действий по данному документу включает следующие этапы:

1. **Ознакомление с нормативной базой**:
   * Изучить приказ ФСТЭК России от 29 апреля 2021 г. № 77, утверждающий Порядок аттестации.
   * Ознакомиться с требованиями по защите информации, применимыми к конкретному объекту информатизации.
2. **Идентификация объектов, подлежащих аттестации**:
   * Определить объекты информатизации, обрабатывающие информацию ограниченного доступа, не составляющую государственную тайну, подлежащие аттестации.
   * К таким объектам относятся:
     + Государственные и муниципальные информационные системы, включая системы персональных данных.
     + Информационные системы управления производством организаций оборонно-промышленного комплекса.
     + Помещения, предназначенные для ведения конфиденциальных переговоров.
3. **Подготовка документации**:
   * Составить технический паспорт на объект информатизации.
   * Разработать акт классификации информационной системы.
   * Сформировать модель угроз безопасности информации (при необходимости).
   * Подготовить проектную и эксплуатационную документацию на систему защиты информации.
   * Разработать организационно-распорядительные документы по защите информации.
4. **Выбор органа по аттестации**:
   * Выбрать организацию, имеющую лицензию ФСТЭК России на осуществление деятельности по технической защите конфиденциальной информации с правом проведения аттестационных испытаний.
5. **Проведение аттестационных испытаний**:
   * Совместно с выбранным органом по аттестации провести комплекс организационных и технических мероприятий, направленных на подтверждение соответствия объекта информатизации установленным требованиям.
6. **Оформление результатов аттестации**:
   * Получить от органа по аттестации аттестат соответствия, подтверждающий, что объект информатизации соответствует требованиям по защите информации.
   * Обеспечить хранение всех документов, связанных с проведением аттестации, в установленном порядке.
7. **Взаимодействие с ФСТЭК России**:
   * Представить материалы с результатами аттестационных испытаний в соответствующий территориальный орган ФСТЭК России для включения в единый реестр аттестованных объектов информатизации.
8. **Мониторинг и поддержание соответствия**:
   * Обеспечить регулярный контроль за соблюдением требований по защите информации в процессе эксплуатации объекта информатизации.
   * При выявлении несоответствий принимать меры по их устранению и, при необходимости, проводить повторную аттестацию.

Следуя данному алгоритму, специалист по ИБ обеспечит соответствие объектов информатизации требованиям ФСТЭК России и поддержание необходимого уровня защиты информации.